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1. STATEMENT OF INTENT

In NHS Cambridgeshire and Peterborough CCG (CCG) risk management is not seen as the responsibility of one role or one individual, it is seen as the responsibility of everyone. The CCG is committed to ensuring that integrated risk management is key part of the CCG’s role of improving the health of the local population and ensuring an outstanding level of patient safety through commissioning high quality services that meet the needs of local people. To this end:-

- Risks within the organisation are identified, assessed, treated and monitored as part of the corporate governance of the CCG
- All elements of the commissioning process, including needs assessment, tendering, contract management and evaluation, include robust risk assessment and monitoring mechanisms

Risk management is a continuously evolving process and engagement of all staff and partners is essential for its successful implementation. Therefore the CCG will work with its partners to promote robust risk management systems across the whole health and social care economy, working towards improving patient safety and learning from all incidents.

It is not the intention of the CCG to use risk management to stifle risk taking and innovation. Risk is inherent in all activity. The risk management systems ensure that risk is identified. In many cases the level of risk will be deemed acceptable as part of the overall impact of the project or process.

All managers and staff need to acknowledge that the overall level of risk within the CCG will be reduced if everyone adopts an attitude of openness and honesty. The overall approach within the CCG will be one of help and support to each other, rather than recrimination and blame. The CCG Governing Body is committed to this approach.

2. INTRODUCTION

Effective management of potential risks enables organisations to focus effort on high quality commissioning and working towards health improvement. The benefits of proactively and robustly managing risk include:

- Improved decision making, planning and prioritisation
- Support for efficient resource allocation and delivery of business plan
- Anticipation and management of possible areas of financial, corporate and clinical concern
- Identification and action planning for project development

To manage risk effectively, the commitment and participation of all staff and the support of the CCG Governing Body is required. The CCG’s policy therefore involves creating an awareness and responsibility for the principles of risk management both as an organisation and as part of the commissioning process. The policy is supported at Governing Body level and aims to complement and support the corporate strategy.
In the same way, the CCG require the organisations it commissions to use effective risk management within their organisations. The CCG’s approach to risk management will be developed in line with the following legislative and regulatory requirements,

The National Health Service Litigation Authority (NHSLA) administers the CNST Clinical Negligence Scheme for Trusts.

NHS England co-ordinates the reporting and learning of adverse events occurring in the NHS. The CCG reports all notifiable Patient Safety incidents to NHS England via the National Reporting and Learning System.

The Care Quality Commission (CQC) assesses the quality of health and social care organisations through the requirements for registration. Compliance with the Commissions registration requirements will be one of the means by which the CCG assures itself and the NHS providers from which it commissions services, that high quality care is being provided.

The Health and Safety Executive’s role is to protect people against health and safety risks arising out of work activities.

All incidents and weaknesses should be reviewed to determine the threat (potential or actual) so that they can be recorded and managed in accordance with correct procedure. The HSCIC Information Governance Toolkit requires all organisations that are processing NHS and social care data to use the IG Toolkit Incident Reporting Tool to report level 2 IG Serious Incidents Requiring Investigation (SIRI) to the Department of Health, NHS England and Information Commissioner’s Office.

Risk and Serious Incidents Requiring Investigation will be reported in the Annual Report

3. PURPOSE AND SCOPE

3.1 The purpose of this Policy is to define and document the CCG’s approach to risk and risk management and to

- Enable the Governing Body to have an overview of the risks it faces, taking into account all aspects of its business, developing a risk-aware culture throughout the organisation and across the wider Cambridgeshire and Peterborough Sustainability and Transformation Plan footprint, by linking risks to the STP Risk Register.

- Provide assurance to the Governing Body that actions are being taken to mitigate risks to acceptable levels

- Embed consideration and assessment of risk in all aspects of planning, commissioning and delivery

- Ensure a consistent approach to risk management across the organisation
- Assure the public, patients, member practices, staff and our partner organisations that the CCG is managing its risks effectively and appropriately
- Enable resources to be deployed effectively to manage risk
- Enable constant and consistent improvement of healthcare provision and patient experience.

3.2 The Policy relates to the management of CCG risks. Its scope therefore relates to resources directly managed within or by the CCG. Where activities of other providers and partners in collaborative arrangements and the actions of other organisations outside of the CCG acting on its behalf through commissioning agreements involve risk that can have an impact on whether the CCG achieves its objectives, these activities and actions come within the scope of this policy.

4. ACCOUNTABILITY

4.1 The Chief Officer has overall accountability for having an effective Risk Management system in place within the CCG and for meeting all the statutory requirements and adhering to the guidance issued by the Department of Health in respect of Governance.

4.2 The Chief Operating Officer is the executive director for risk management and has delegated responsibility for leading the organisation in responding to Risk and Health and Safety, ensuring systems are in place to manage Health & Safety and that the CCG complies with Health & Safety legislation, including the legal requirements for fire safety. Chief Operating Officer will report through the Integrated Performance and Assurance Committee/Audit Committee on all non-clinical risk management activities.

4.3 The Chief Finance Officer is responsible for all finance risks, control of assets and provisions for liabilities

4.3 The Chief Nurse is the Caldicott Guardian and the Governing Body member with delegated responsibility for aspects of clinical risk management, ensuring quality and governance systems are in place and inclusion of risk management processes in commissioning mechanisms. The Caldicott Guardian will review confidentiality breach and data loss incident assessments for the purposes of ensuring appropriate use of the HSCIC IG Toolkit Incident Reporting Tool. The Deputy Chief Nurse is the deputy Caldicott Guardian.

4.4 The Chief Finance Officer is the Senior Information Risk Owner (SIRO). The SIRO will review confidentiality information security incident assessments for the purposes of ensuring appropriate use of the HSCIC IG Toolkit Incident Reporting Tool. The CCG Secretary to the Governing Body is the Deputy SIRO.

4.5 The Chair of the Audit Committee is the Lay Member lead for risk management.
4.6 The **Information Governance Manager** will review Information Governance related incidents for the purpose of ensuring appropriate use of the HSCIC IG Toolkit Incident Reporting Tool.

4.7 **GP Governing Body Members and Chief Officers/Executive Directors** are responsible for the day to day management of risks within their respective areas of responsibility, including assurance that appropriate controls are in place, and that action plans are owned, being progressed and monitored. They must ensure that all staff are aware of the CCG’s Risk Management Policy and guidance, and their individual responsibilities for management risk. They also take responsibility for their Directorate Risk Registers.

4.8 **Managers and staff** should be familiar with the Risk Management Policy including Risk Registers and methodologies for risk assessment and risk ratings.

4.9 **Contractors and other external staff** must be made aware of their responsibilities under health & safety and CCG risk management procedures by the CCG manager responsible for their contract.

4.10 **Units** that are hosted by the CCG must comply with Health and Safety and CCG Risk Management requirements. There must be a named lead with responsibility for these areas. The CCG and its hosted units will work collaboratively to ensure robust Health and Safety and Risk Management systems are in place and there is evidence of compliance.

4.11 **Senior Leadership Team** is responsible for ensuring implementation of the CCG’s Risk Management Framework and Risk Management Policy.

4.12 **Specialist Support** is currently provided by SERCO who in relation to risk management support for claims, complaints, incident reporting and risk management training. The CCG also has access to a named approved competent person to provide risk management advice for general risk issues, health and safety and security and fraud management. This will be monitored quarterly by the Corporate Services and Governance Team.

5. **GOVERNANCE FRAMEWORK**

5.1 **CCG Governing Body**

The CCG Governing Body is responsible for:

- Ensuring that a robust strategy is in place for identifying, reviewing and managing all types of significant and high level risk as set out in the CCG Assurance Framework and Risk Register;
- Reviewing any significant resource allocations requested for the execution of the policy, either within the business plan or in ad hoc proposals;
• Ensuring that management spreads understanding of the policy throughout the CCG’s staff and among partners, and itself demonstrates commitment to the policy and its dissemination.
• Overseeing risks which are held by the Sustainability and Transformation Delivery Unit, on behalf of the Health and Care Executive.

5.2 Audit Committee

The Audit Committee reports directly to the CCG Governing Body and is responsible for:

• Maintaining direct oversight of all risks, including generic risks, specific risks arising from CCG strategic plans, and risks to financial processes and control.
• Reviewing the effectiveness of risk management arrangements through the deployment of audit time and the review of resulting reports.

5.3 Committees of the Governing Body

Each responsible Committee will review the CCG Assurance Framework and Risk Register (CAF) at each meeting to ensure action plans are progressing and the CAF are kept up-to-date so that it can inform decision making within the CCG. Any high or significant level risks from the Directorate Risk Registers are escalated to the CAF.

The Committees will ensure that robust systems are in place and operating effectively for the identification, assessment and prioritisation of potential clinical risk and non-clinical risks including financial and performance risks, both within the organisation and in commissioned services and independent contractors.

5.4 Senior Leadership Team

The Senior Leadership Team will ensure implementation of the CCG’s Risk Management Framework and Risk Management Policy and to ensure that this is fully embedded across the organisation.

5.5 Directorate and Team Meetings

Each Directorate and Team will be responsible for developing and maintaining a Directorate / Team Risk Register which will be part of the overall Corporate Risk Register. Risk Registers should be regularly managed and updated through the Directorate and Team meetings. Notes of risk management discussions should be recorded for governance and assurance purposes.

5.6 Risk Co-ordinators
Each Directorate/Team should appoint a Risk Co-coordinator who is responsible for keeping the details of their risks up-to-date in the risk register, with current action plans and risk scores. A role description is set out at Appendix 1.

6. RISK MANAGEMENT

6.1 Overview

Risk is defined as the possibility of loss or injury and is measured using the likelihood that harm or damage may occur and the consequence / severity of the outcome. Risk Management is ‘a systematic process to identify and control risks in the activities of the CCG to the benefit of service users, staff and the public’.

Risk Management is about improving quality and reducing harm. It is not confined to clinical practice and encompasses health and safety for clients, patients, visitors and staff, as well as environmental issues. It is not limited to physical injury but includes financial damage and psychological harm.

Strategic Risks the CCG will encounter will include such areas as:

- The CCG’s vision, its objectives and the risks attached to them
- Serious clinical failure in service redesign and commissioning intentions
- Finance – failure to achieve financial balance, serious failure of probity
- Failure to deliver major targets
- Population growth
- Failure to comply with Data Protection Act and NHS Code of Confidentiality

The CCG will need to protect against the following corporate risks

- Corporate - operating within powers, fulfilling responsibilities, accountability to public
- Financial - risks to achieving our statutory breakeven duties
- Reputation - associated with quality of services, communication with the public and staff, patient experience
- External - political, environmental, social, environmental, meteorological
- Clinical - associated with service standards, competencies, complications, equipment, medicines, staffing, patient information
- Health and safety - ensuring the well being of staff and patients whilst providing or using our services
- Commissioning - associated with decisions whether to purchase services or - – to the individual, to financial stability, to opportunities to improve health
- Business - associated with managing the affairs of the CCG, financial and investment decisions, human resources, information and IT management, fraud, internal management, achieving objectives.
- Assets - security, protection, optimum use, maintenance, replacement
• Business - on-going business model of the CCG including the loss of corporate memory, changes in organisational structures or non-compliance with standards and legislation.
• Operational - day-to-day management of the CCG necessary for the on-going service delivery.

6.2 Identification, Assessment, Treatment and Monitoring of Risk

Any new projects or services need to identify and assess potential risks to ensure effective management is in place, decisions are made taking account of these risks, and organisations maintain an optimal balance of risk, benefit and cost. Services should also carry out risk assessment when major changes are made or incidents occur. For these assessments only the areas where change is being made need to be assessed. It is a legal requirement to carry out certain risk assessments on a regular basis. Further details are given in the Fire and Health & Safety policies.

The objective of risk assessment is to identify and manage risk. It is not used to prevent a project or service taking place. Risk is inherent in all activity. Organisations should not be risk adverse, but risk aware. In many cases the level of risk identified will be deemed acceptable as part of the overall impact of the project or service.

Risk assessments should also be carried out when an issue has been raised, either as an incident or near miss, and there is concern that the incident may re-occur. A risk assessment may also be used to support decision making by analysing risks and benefits of differing courses of action.

Risk assessment should be carried out at all levels within the CCG, from the CCG Governing Body to each Directorate and in some instances each Team. Each risk assessment will feed into the next level to provide a hierarchy of risks. Risk assessment is the first stage in risk management, and identifies and assesses actual and potential risks which can then be treated and monitored. All risk assessments should be fully documented and entered onto the risk register.

Any proposed changes to the organisation’s processes and/or information assets must be assessed using the CCG Privacy Impact Assessment to ensure that the confidentiality, integrity and accessibility of personal information are maintained. Identified risks should be incorporated and managed through the project risk assessment.

The process of risk assessment should involve all directorate or team members. Training and facilitation to support risk assessment is available from SERCO. The flow chart at Appendix 2 sets out the way in which risks should be identified, assessed, treated and monitored.

6.3 Risk Rating

The CCG uses the NHS National Patient Safety Agency’s Model Risk Matrix to evaluate and score its organisational risks. In short this involves identifying and scoring the potential consequence(s) of a risk and assessing
and scoring the likelihood of that risk occurring. These two figures are then multiplied to provide an overall risk score. A top-level summary is set out in the table below:

<table>
<thead>
<tr>
<th>Likelihood</th>
<th>Consequence</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>Insignificant = 1</td>
</tr>
<tr>
<td>Rare – 1</td>
<td>1</td>
</tr>
<tr>
<td>Unlikely – 2</td>
<td>2</td>
</tr>
<tr>
<td>Possible – 3</td>
<td>3</td>
</tr>
<tr>
<td>Likely – 4</td>
<td>4</td>
</tr>
<tr>
<td>Almost Certain – 5</td>
<td>5</td>
</tr>
</tbody>
</table>

For reference the guidance that is used to calculate these scores is set out in the Matrix set out at Appendix 3.

6.4 Risk Statement

6.4.1 Introduction

This Risk Statement provides guidance as to the level of risk that the CCG is willing to tolerate or expose itself to when managing risks as they arise during day to day business or when embarking on new projects. The Statement provides detail on how the Governing Body will manage and monitor risks in relation to different programmes of work or projects. It also describes the accountability arrangements.

The CCG will ensure that risks are considered in terms of both opportunities and threats and are not confined to the financial consequences of a risk materialising. Risks also impact on the capability of the organisation, its performance and its reputation. This will be influenced by our Strategic Aims and Strategic Priorities, and the Cambridgeshire and Peterborough health economy through the Sustainability and Transformation Plan.

The CCG acknowledges that risk is a component of every day business and improvement programmes and therefore does not expect or consider the absence of risk as necessarily achievable. The organisation will, where necessary, tolerate overall levels of risk where action is not cost effective or reasonably practicable. There will be issues where the benefits deriving from achieving objectives are sufficient to mean that exposure to the risk is seen as necessary. In such cases the risks identified need to be evaluated in terms of likelihood and severity and the decision taken to tolerate the risk in accordance with the CCG’s Scheme of Delegation.

6.4.2 Process
As set out above, all risks identified are evaluated and given a risk level rating based on the National Patient Safety Agency Risk Rating. The higher the risk level, the greater the likelihood an opportunity or threat will occur and the greater its impact. All risks that are risk rated extreme (red) between 15 and 25 will be escalated to the CCG’s CAF. The Governing Body will ensure that plans are put into place to lower the level of risk whenever an extreme risk has been identified. A target risk will be identified to support reducing the risk through the appropriate mitigating actions.

The CCG requires that risk management is seen as everybody’s business. Identifying and reporting a risk does not end the responsibility and a major part of risk treatment is control and the control to mitigate the risk may be easily put in place, for example by cleaning up a spillage. The CCG expects that all reported and registered risks will be considered for risk treatment options. Risk treatment includes implementing controls, removing the risk completely, reducing the risk, transferring the uncertainty of the risk (for example by insurance) or making a decision to tolerate the risk in line with the appropriate level of delegation.

6.4.3 Controls

The CCG acknowledges that the majority of risks will need to have controls implemented to reduce the likelihood or severity of the risk. The cost-benefit of the control needs to be considered to ensure that the risk reduction benefits outweigh the cost of the control and achieves the desired outcome. Existing control mechanisms/activities and the level of confidence in these existing controls will be considered when identifying options for additional control measures.

6.4.4 Assurances

Understanding where assurance comes from will help provide a clearer picture of where the organisation receives assurance and whether it has too much, is duplicated, or has none at all, and whether the coverage of assurances is set at the right level to provide confidence to the Governing Body

The CCG’s Governing Body will ensure that it receives three lines of assurance on the risks which are escalated to the CAF. These assurances can be described as follows:-

**First Line Assurance** – Directorate / Team – the first level of assurance comes from the Directorate / Team that performs the day to day activity

**Second Line Assurance** – Organisational Oversight - Other functions in the organisation such as quality, finance, governance and HR.

**Third Line Assurance** – Independent assurance from outside the organisation such as NHSE/I, Care Quality Commission, Internal and External Assurance.
These assurances will be set out on the CAF, and an assurance mapping tool will be utilised to provide an Assurance Map which captures the levels of assurance on a quarterly basis.

6.4.5 Accountability

The CCG Governing Body has determined its accountability and treatment of risk as follows:-

**RED - HIGH RISK (15-25).** Risks which will require immediate action, with clear actions developed by a Senior Risk Owner who will be held to account for progress to manage, mitigate and reduce the risk. Timescales for delivery will be set by the Senior Risk Owner and agreed by the appropriate Sub-Committee. The Action will be monitored by the relevant Sub-Committee and progress will be reported to the Governing Body via the CCG Assurance Framework.

**AMBER - SIGNIFICANT RISK (8-12).** These risks will require urgent Committee / Sub-Committee action linked with Actions set out on the CCG Assurance Framework. These will also have a Senior Risk Owner who will be held to account for the actions and timescales set out on the CCG Assurance Framework. The actions will be monitored by the relevant Sub-Committee and will be reported to the Governing Body via the CCG Assurance Framework.

**YELLOW - MODERATE RISK (4-6).** These risks will require assessment and action planning allocated to Directorates / Teams. These risks should be set out on Directorate Risk Registers. Where there may be an impact on the CCG’s Strategic Aims, these risks will be included on the CCG Assurance Framework. A Risk Owner will be held to account for the actions linked to the risk.

**GREEN - LOW RISK (1-3).** These are normal risks which can be managed by routine procedures. These risks should be set out on Directorate/Team Risk Registers. A Risk Owner will be held to account for the actions linked to the risk.

The narrative above is also depicted in the Risk Triangle set out below.
**HIGH RISK (15-25)**
Unacceptable Risk.
Risks requiring immediate action, requiring Individual Action Plans, monitored monthly by the relevant Sub-Committee and reported to the Governing Body via the CCG Assurance Framework.

**SIGNIFICANT RISK (8-12)**
Risks requiring urgent Clinical Executive Committee / Sub-Committee action linked with Actions set out on the CCG Assurance Framework.

**MODERATE RISK (4-6)**
Risks requiring assessment and action planning allocated to Directorates / Teams. These risks should be set out on the Directorate Risk Registers. Where there may be an impact on the CCG’s Strategic Aims, these risks will be included on the CCG Assurance Framework.

**LOW RISK (1-3)**
Normal risks which can be managed by routine procedures. These risks should be set out Directorate Risk Registers.
6.4 CCG Assurance Framework and Risk Registers

The CCG will use the CCG Assurance Framework and Risk Register (CAF), and Directorate Risk Registers to prioritise and manage risks. The risk registers enable risks to be assessed against each other and provides a basis to facilitate decision-making regarding risk control and resource allocation. The CCG will also link, where appropriate, the Sustainability and Transformation Plan Risk Register where risks are shared across the system.

The risk register requires each risk to be analysed in order to assess what is the likelihood of it recurring and what the likely impact would be, resulting in a score for that risk. The process is then repeated taking into account any action taken to manage the risk.

The CAF and other risk registers are structured in such a way as to ensure that legal requirements are met.

The Directorate Risk Co-ordinators are responsible for keeping the details of their risks up-to-date in the risk register, with current action plans and risk scores, and in presenting any high or extreme risks to the responsible Committee.

Significant and high level corporate risks from the risk register are reported to and monitored by the CCG Governing Body via the CAF.

Appendix 4 shows the links between CAF and risk registers and the structure for development and management of these registers.

7. INCIDENTS AND NEAR MISSES – REPORTING, INVESTIGATION AND LEARNING

An incident is any unplanned occurrence or event where there is loss of life, injury, loss or damage to persons or property. It can include any event that may give rise to physical, emotional or psychological harm. The CCG encourages a culture of openness within the organisation through continuous support and feedback to staff involved in incidents. The CCG realises that it is important that staff understand that the purpose of reporting incidents is not to apportion blame to any individual or group of people, but to identify problems and to remedy them. Without an open culture, the reporting of incidents will not take place and it will be difficult to learn lessons thus preventing similar situations. The CCG will seek to reduce risk from the effective management of incidents.

Changes have been made to the Datix reporting system to incorporate NHS PROTECT and Security Incident Reporting System (SIRS) Requirements (NHS PROTECT was formerly known as the NHS Security Management Service).

SIRS helps NHS Protect measure the nature and scale of security incidents across the NHS – not just those involving physical assaults on staff but also those involving non-physical abuse and theft of/damage to NHS assets. This is in line with the long-term aims of NHS Protect.
At a local level, it will enable organisations to monitor the rate and types of security incidents on their premises alongside a wider perspective, with the means to identify trends, run reports, generate security statistics and compare performance against the national picture.

7.1 Initial Action
- Establish a safe environment
- Notify line manager
- Complete the incident form on Datix

7.2 Reporting
Further guidance on reporting incidents and review arrangements is included in Appendix 4. The Risk Matrix should be used to identify the incident risk severity level.

7.3 Investigation
Management of the investigation will be dependent on the risk severity level (see Risk Matrix). The CCG requires investigations to be carried out in a timely and thorough way at a level appropriate to the severity level. Initial reviews should aim to identify if further action is required to reduce the risk of reoccurrence. Analysis of the information will be required to determine the cause of the incident. Managers and those involved in the investigation process must remember that confidentiality should be maintained. Information given to them in order to carry out the investigation is on a need to know basis. Identified actions should have appropriate timescales for completion and should be monitored by the investigating manager. All IG related incidents will be assessed by the IG Manager using the checklist at Appendix 5 to decide whether it is necessary to report using the HSCIC Incident Reporting Tool.

7.4 Learning
Lessons learnt should be listed in the investigation report and disseminated with appropriate timescales.

8. SERIOUS INCIDENTS
The NHS Constitution 2013 and the NHS Mandate 2013-2015 update and outline a responsibility to protect patients from harm. In order to do this, lessons need to be learned and shared when incidents do occur.

In March 2010, the NPSA published the National Framework for Reporting and Learning from Serious Incidents Requiring Investigation (The framework). This CCG has produced Serious Incident (SI) guidance which gives local detail in the context of the national requirements for maintaining and improving quality. This is supported by the NPSA ‘Information Resource to support the reporting of serious incidents August 2010’ and updated in the NHS Commissioning Board’s Serious Incident Framework March 2013.

The CCG guidance should be followed by CCG staff and Provider organisations commissioned by the CCG in the event of a SI.
Definition of a Serious Incident
The definition of a serious incident requiring investigation is set out in the NPSA framework. This is given as an incident that occurred in relation to NHS-funded services and care resulting in:

- Unexpected or avoidable death of one or more patients, staff, visitors or members of the public
- Serious harm to one or more patients, staff, visitors or members of the public or where the outcome requires life-saving intervention, major surgical/medical intervention, permanent harm or will shorten life expectancy, or result in prolonged pain or psychological harm (this includes incidents graded under the NPSA definition of severe harm)
- A scenario that prevents or threatens to prevent a Provider organisation’s ability to continue to deliver health care services, for example, actual or potential loss of personal/organisational information, damage to property, reputation or the environment, or IT failure;
- Allegations of abuse
- Potential or adverse media coverage or public concern for the organisation or the wider NHS
- One of the core set of ‘Never Events’ as updated on an annual basis.

9. TRAINING
All employees will have access to risk management and health & safety information, instruction and training. The level and nature of the training will vary according to the local need. Risk management and incident reporting are introduced in the corporate induction training.

All risk co-ordinators will receive training in basic risk management.

10. LINKS TO OTHER POLICIES AND PROCEDURES
This Policy should be read in conjunction with the following CCG’s Policies and Procedures.

- Health and Safety Policy
- CCG Claims and Complaints policies
- Risk Assessment guide
- CCG Reporting and investigation guideline for serious incidents
- Disciplinary Policy
- IG Forensic Readiness Policy
- CCG Incident Response Plan
- CCG Business Continuity Plan
- Service Level Agreement for Risk Services with SERCO

11. COMMUNICATION OF THE RISK MANAGEMENT POLICY
This policy will be circulated to all management teams to be cascaded onwards to individual members of staff. The document will be made available for staff and users and other stakeholders through the CCG website.

The CCG has mechanisms in place in order to ensure that:
• staff can raise issues of concern with their manager(s)
• staff are consulted on proposed organisational or other significant changes
• managers keep staff informed of progress on relevant issues
• service users, their relatives, carers and advocates can identify points of concern or worry by using the complaints process or PALS service
• the media are accurately advised of developments in the CCG

The CCG principles of risk management are communicated to commissioned organisation through commissioning mechanisms and contract requirements.

12. EVALUATION

The effectiveness of the Risk Management Policy will be reviewed on an annual basis as part of the Internal Audit Review of Integrated Governance Systems. This will form the basis of the Head of Internal Audit Opinion on the effectiveness of the organisations systems of internal control.

13. REVIEW

The Policy will be reviewed every two-years, or earlier if required to address local changes or National guidance.
APPENDIX 1

Diretorate Risk Co-ordinator
Role Description

1. **Summary**

Each Directorate will nominate a Risk Co-ordinator to oversee and co-ordinate the Directorate’s Risk Register which supports the overall CCG Risk Management Framework.

2. **Key Objectives**

The key objectives for the Risk Co-ordinator are set out below:-

- To be responsible for co-ordinating the development / oversight of Directorate Risk Registers – working with the Corporate Governance Team.

- To be responsible for keeping the details of their risks up-to-date in the risk register, with current action plans and risk scores, and in presenting any high or extreme risks to the Clinical Executive Committee via the Senior Risk Owner.

- To ensure discussions regarding risks are embedded within Team and Directorate meetings and accurate records of risk management are maintained.

- To be responsible for communicating the CCG’s Risk Management Framework within the Team / Directorate meetings.

*Sharon Fox*
*Associate Director of Corporate Affairs*
*April 2019*
ELEMENTS OF RISK MANAGEMENT

Identification, assessment, Treatment & Monitoring of Risk

The following sections describe the stages of risk management within the CCG. The diagram below summarises the process:

- **Establish Context**
  - Strategic context
  - Organisational context
  - Risk Management context
  - Develop criteria
  - Decide the structure

- **Identify Risk**
  - What can happen
  - How can it happen

- **Analyse Risk**
  - Determine existing controls
  - Determine Likelihood
  - Determine Consequence
  - Estimate level of risk

- **Process Risk**
  - Compare against criteria
  - Set risk priorities

- **Treat Risk**
  - Identify treatment options
  - Evaluate treatment options
  - Select treatment options
  - Prepare treatment options
  - Implement plans

- **Accept risk**

The process includes:
- Communicate & Consult
- Monitor & Review
APPENDIX 3

RISK MATRIX

CALCULATING RISK SCORES FOR THE CCG ASSURANCE FRAMEWORK AND RISK REGISTERS

The CCG uses the NHS National Patient Safety Agency’s Model Risk Matrix to evaluate and score its organisational risks. In short this involves identifying and scoring the potential consequence(s) of a risk and assessing and scoring the likelihood of that risk occurring. These two figures are then multiplied to provide an overall risk score. For reference the guidance that is used to calculate these scores is set out below.

TABLE 1 – IDENTIFYING THE CONSEQUENCE SCORE

The most appropriate domain that an identified risk may fall under is chosen from the first column on the left-hand side of the table. Then by working along the columns in the relevant row the severity of the risk is assessed on a scale of 1 to 5 to determine the consequence score. This is the number at the top of the column.

<table>
<thead>
<tr>
<th>Domains Please note: These are examples used in the national model and can be tailored to individual organizations’</th>
<th>1</th>
<th>2</th>
<th>3</th>
<th>4</th>
<th>5</th>
</tr>
</thead>
<tbody>
<tr>
<td>Insignificant</td>
<td>Minor - GREEN</td>
<td>Moderate - YELLOW</td>
<td>Major - AMBER</td>
<td>Catastrophic - RED</td>
<td></td>
</tr>
<tr>
<td>Impact on the safety of patients, staff or public (physical/psychological harm)</td>
<td>Minimal injury requiring no/minimal intervention or treatment. No time off work</td>
<td>Minor injury or illness, requiring minor intervention</td>
<td>Moderate injury requiring professional intervention</td>
<td>Major injury leading to long-term incapacity/disability</td>
<td>Incident leading to death</td>
</tr>
<tr>
<td></td>
<td>Increase in length of hospital stay by 1-3 days</td>
<td>Requiring time off work for &gt;3 days</td>
<td>Requiring time off work for 4-14 days</td>
<td>Increase in length of hospital stay by 4-15 days</td>
<td>Multiple permanent injuries or irreversible health effects</td>
</tr>
<tr>
<td></td>
<td>RIDDOR/agency reportable incident</td>
<td>Increase in length of hospital stay by 1-3 days</td>
<td>(\text{RIDDOR/agency reportable incident} )</td>
<td>Increase in length of hospital stay by &gt;15 days</td>
<td>An event which impacts on a large number of patients</td>
</tr>
<tr>
<td></td>
<td>An event which impacts on a small number of patients</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Quality/complaints/audit</td>
<td>Peripheral element of treatment or service suboptimal</td>
<td>Overall treatment or service suboptimal</td>
<td>Treatment or service has significantly reduced effectiveness</td>
<td>Non-compliance with national standards with significant risk to patients if unresolved</td>
<td>Totally unacceptable level or quality of treatment/service</td>
</tr>
<tr>
<td></td>
<td>Informal complaint/inquiry</td>
<td>Formal complaint (stage 1)</td>
<td>Formal complaint (stage 2) complaint</td>
<td>Multiple complaints/independent review</td>
<td>Gross failure of patient safety if findings not acted on</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Local resolution</td>
<td>Local resolution (with potential to go to independent review)</td>
<td>Low performance rating</td>
<td>Inquest/ombudsman inquiry</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Single failure to meet internal standards</td>
<td>Repeated failure to meet internal standards</td>
<td>Critical report</td>
<td>Gross failure to meet national standards</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Minor implications for patient safety if unresolved</td>
<td>Major patient safety implications if findings are not acted on</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Human resources/organisational development/staffing/competence</td>
<td>Short-term low staffing level that temporarily reduces service quality (&lt; 1 day)</td>
<td>Low staffing level that reduces the service quality</td>
<td>Late delivery of key objective/service due to lack of staff</td>
<td>Unsafe staffing level or competence (&gt;1 day)</td>
<td>Low staff morale</td>
</tr>
<tr>
<td>---</td>
<td>---</td>
<td>---</td>
<td>---</td>
<td>---</td>
<td>---</td>
</tr>
<tr>
<td>Statutory duty/inspections</td>
<td>No or minimal impact or breach of guidance/statutory duty</td>
<td>Breach of statutory legislation</td>
<td>Breach of statutory duty</td>
<td>Single breech in statutory duty</td>
<td>Challenging external recommendations/improvement notice</td>
</tr>
<tr>
<td>Adverse publicity/reputation</td>
<td>Rumours Potential for public concern</td>
<td>Local media coverage – short-term reduction in public confidence Elements of public expectation not being met</td>
<td>Local media coverage – long-term reduction in public confidence</td>
<td>National media coverage with &lt;3 days service well below reasonable public expectation</td>
<td>National media coverage with &gt;3 days service well below reasonable public expectation</td>
</tr>
<tr>
<td>Business objectives/projects</td>
<td>Insignificant cost increase/schedule slippage</td>
<td>&lt;5 per cent over project budget Schedule slippage</td>
<td>5–10 per cent over project budget Schedule slippage</td>
<td>Non-compliance with national 10–25 per cent over project budget Schedule slippage Key objectives not met</td>
<td>Incident leading &gt;25 per cent over project budget Schedule slippage Key objectives not met</td>
</tr>
<tr>
<td>Finance including claims</td>
<td>Small loss Risk of claim remote Loss of 0.1–0.25 per cent of budget Claim less than £10,000</td>
<td>Loss of 0.25–0.5 per cent of budget Claim(s) between £10,000 and £100,000</td>
<td>Uncertain delivery of key objective/Loss of 0.5–1.0 per cent of budget Claim(s) between £100,000 and £1 million Purchasers failing to pay on time</td>
<td>Uncertain delivery of key objective/Loss of 0.5–1.0 per cent of budget Claim(s) between £100,000 and £1 million Purchasers failing to pay on time</td>
<td>Uncertain delivery of key objective/Loss of 0.5–1.0 per cent of budget Claim(s) between £100,000 and £1 million Purchasers failing to pay on time</td>
</tr>
<tr>
<td>Service/business interruption Environmental impact</td>
<td>Loss/interruption of &gt;1 hour Minimal or no impact on the environment</td>
<td>Loss/interruption of &gt;1 hour Minor impact on the environment</td>
<td>Loss/interruption of &gt;1 day Moderate impact on environment</td>
<td>Loss/interruption of &gt;1 week Major impact on environment</td>
<td>Loss/interruption of &gt;1 week Major impact on environment</td>
</tr>
</tbody>
</table>
TABLE 2 – IDENTIFYING THE LIKELIHOOD SCORE

The table used to determine the likelihood score(s) (L) for those adverse outcomes to a risk is shown below. If possible, the likelihood is scored by assigning a predicted frequency of occurrence of the adverse outcome. If this is not possible, a probability to the adverse outcome occurring within a given time frame is assigned, such as the lifetime of a project. If it is not possible to determine a numerical probability the probability descriptions set out in the table can be used to determine the most appropriate score.

<table>
<thead>
<tr>
<th>Likelihood score</th>
<th>1</th>
<th>2</th>
<th>3</th>
<th>4</th>
<th>5</th>
</tr>
</thead>
<tbody>
<tr>
<td>Descriptor</td>
<td>Rare</td>
<td>Unlikely - GREEN</td>
<td>Possible - YELLOW</td>
<td>Likely - AMBER</td>
<td>Almost certain - RED</td>
</tr>
<tr>
<td>Frequency</td>
<td>This will probably never happen/recur</td>
<td>Do not expect it to happen/recur but it is possible it may do so</td>
<td>Might happen or recur occasionally</td>
<td>Will probably happen/recur but it is not a persisting issue</td>
<td>Will undoubtedly happen/recur, possibly frequently</td>
</tr>
</tbody>
</table>

TABLE 3 – CALCULATING THE OVERALL RISK SCORE

The overall risk score is calculated by multiplying the consequence by the likelihood: \( C \times L = R \) (risk score)

<table>
<thead>
<tr>
<th>Likelihood</th>
<th>X</th>
<th>Consequence</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>Insignificant = 1</td>
<td>Minor = 2</td>
</tr>
<tr>
<td>Rare – 1</td>
<td>1</td>
<td>2</td>
</tr>
<tr>
<td>Unlikely – 2</td>
<td>2</td>
<td>4</td>
</tr>
<tr>
<td>Possible – 3</td>
<td>3</td>
<td>6</td>
</tr>
<tr>
<td>Likely – 4</td>
<td>4</td>
<td>8</td>
</tr>
<tr>
<td>Almost Certain – 5</td>
<td>5</td>
<td>10</td>
</tr>
</tbody>
</table>

**MONITORING PROGRESS**

**Revised Risk**

If controls are inadequate or uncertain, the revised risk stays the same as the original risk rating.

If they are perceived as adequate, then the revised risk drops

**Risk Status**

- Status of risk remains the same
- Status of risk increases
- Status of risk decreases
CCG Assurance Framework and Risk Register Reporting Diagram

CCG Assurance Framework and Risk Register
Reviewed by Committees / Sub-Committees of the Governing Body in line with the CCG’s Business Cycle

Cambridgeshire and Peterborough CCG Governing Body

CCG Audit Committee Quarterly Review and Annual Assessment via the Head of Internal Audit Opinion

Linked to delivery of the Statutory Functions, CCG’s Corporate Objectives (Reviewed Annually) and CCG Improvement and Assessment Framework Domains (Better Health, Better Care, Sustainability, Leadership) and Equality and Delivery System Goals

CCG Risk Management Policy – Approved by CCG Governing Body: 14.05.19
### Incident and Near Miss Reporting

The Datix incident reporting tool can be accessed using the following link: [https://nww.riskreporting.cambridgeshire.nhs.uk](https://nww.riskreporting.cambridgeshire.nhs.uk).

You have to make an entry in the fields with a red asterisk. Other fields are optional – include information if it is relevant to the incident. For many of the fields, you click on the box to the right of the field to see the possible selections. The system locks out after 30 mins. To avoid losing a partially completed form, click submit. You will get a message saying some fields are not complete – the lock-out feature is disabled.

<table>
<thead>
<tr>
<th><strong>Organisation name:</strong></th>
<th>Cambridgeshire and Peterborough CCG</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Clinical group or team:</strong></td>
<td>This will probably be blank</td>
</tr>
<tr>
<td><strong>Directorate</strong></td>
<td>Commissioning or one of the other options if you are reporting an incident about another organisation</td>
</tr>
<tr>
<td><strong>Speciality</strong></td>
<td>Your directorate should be in the list – if not choose Not Applicable and contact the risk team to make sure it is added</td>
</tr>
<tr>
<td><strong>Location (type)</strong></td>
<td>Give the area where the incident took place</td>
</tr>
<tr>
<td><strong>Location (exact)</strong></td>
<td>Name of office or surgery (eg Lockton House) To go to the right point in the list, click in the box at the top of the list and type the first few letters of the relevant location</td>
</tr>
<tr>
<td><strong>Description of event</strong></td>
<td>Record what actually happened (do not include names in this section)</td>
</tr>
<tr>
<td><strong>Immediate action taken</strong></td>
<td>Record what was done about the incident at the time it happened (action taken later will be recorded by the named incident handler)</td>
</tr>
</tbody>
</table>

For some fields you can select more than one option. These have one large box and one small box – remember to add each selection by clicking on Add to table.

<table>
<thead>
<tr>
<th><strong>Incident type</strong></th>
<th>There are 18 incident types (as specified by the National Patient Safety Agency). An Incident Type &amp; Category sheet is available. For some types, extra information is requested eg Medication</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Category</strong></td>
<td>The categories depend on the incident type you have selected.</td>
</tr>
<tr>
<td><strong>Sub-Category</strong></td>
<td>For most categories this is Not Applicable.</td>
</tr>
<tr>
<td><strong>Result</strong></td>
<td>There are 8 options, including a) No Harm Incident where an incident actually happened but did not cause any harm and b) Near Miss where</td>
</tr>
<tr>
<td><strong>an incident almost happened but was stopped</strong></td>
<td></td>
</tr>
<tr>
<td>---</td>
<td>---</td>
</tr>
<tr>
<td><strong>Severity</strong></td>
<td>You have to say how serious the risk is. This is based on the Likelihood and Consequence of the incident. (See Risk Matrix section)</td>
</tr>
<tr>
<td><strong>Person affected by incident</strong></td>
<td>Record only enough information so the person can be identified / contacted in case of further investigation / action / feedback. Use of initials is preferred by the CCG</td>
</tr>
<tr>
<td><strong>Detail of person reporting the event</strong></td>
<td>Record all the contact details available - put NA if not available</td>
</tr>
<tr>
<td><strong>Your Manager</strong></td>
<td>Please select <strong>TBC</strong> if you have not agreed another manager within your team. All Departments have a nominated lead for Datix incident investigation.</td>
</tr>
</tbody>
</table>

When you press submit, you are asked if you want to add another contact. Then choose Finish, Print and Finish Edit. Print and Finish will show you the form – select print to send this to your normal printer.
Examples of Incidents and Near Misses

<table>
<thead>
<tr>
<th>Information Governance</th>
<th>Security Issues</th>
<th>Health and Safety</th>
</tr>
</thead>
<tbody>
<tr>
<td>• Lost or stolen IT equipment</td>
<td>• Theft of personal property</td>
<td>• Spillage</td>
</tr>
<tr>
<td>• Disclosure of confidential information</td>
<td>• Unauthorised person gaining access to premises</td>
<td>• Burn due to hot water / radiator</td>
</tr>
<tr>
<td>• Evidence of shared passwords</td>
<td></td>
<td>• Slip or trip on CCG premises</td>
</tr>
<tr>
<td></td>
<td></td>
<td>• Injury when moving equipment</td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Organisational</th>
<th>Abuse Issues</th>
<th>Other organisations</th>
</tr>
</thead>
<tbody>
<tr>
<td>• Failure of power supply</td>
<td>• Physically abuse of colleague or member of public</td>
<td>• Breach of confidentiality from another organisation</td>
</tr>
<tr>
<td></td>
<td>• Verbally abuse of colleague or member of public</td>
<td>• Concern about care raised between organisations</td>
</tr>
<tr>
<td></td>
<td>• Persistent callers</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

Once the incident risk severity level has been assessed the following table should be used to decide on the investigation and management arrangements required.

<table>
<thead>
<tr>
<th>Incident risk grading</th>
<th>Incident and investigation and management arrangements</th>
</tr>
</thead>
<tbody>
<tr>
<td>1-3 Low</td>
<td>Complete DATIX incident form. Manager and staff to monitor and review at local level and report follow up actions on DATIX when agreed.</td>
</tr>
<tr>
<td>4-6 Moderate</td>
<td>Complete DATIX incident form. Manager and staff to monitor and review at local level and report initial follow up actions on DATIX within 1 working day.</td>
</tr>
<tr>
<td>8-12 High</td>
<td>Inform the Manager on duty immediately, who will take action as soon as possible. Complete DATIX incident form. Urgent review &amp; investigation to be completed within Directorate, remedial action plans to be formalised and put in place within 5 days.</td>
</tr>
<tr>
<td>15 – 25 Extreme</td>
<td>Inform the Manager on duty immediately, who will take action as soon as possible. Complete DATIX incident form. Urgent review &amp; investigation to be completed within Directorate, remedial action plans to be formalised and put in place within 2 days.</td>
</tr>
</tbody>
</table>
Appendix 6

Assessment Checklist for Information Governance Incidents

- This form should be completed for any Information Governance incident reported as a potential SI to the IG team
- Once completed, this should be saved as part of the incident investigation
- Any incident scoring level 2 or above will be reported to the Caldicott Guardian or Senior Information Risk Owner (SIRO) for agreement prior to inputting onto the IG Toolkit Incident Reporting Tool.

The following process should be followed to categorise an IG SIRI

**Step 1: Establish the scale of the incident. If this is not known it will be necessary to estimate the maximum potential scale point.**

<table>
<thead>
<tr>
<th>Baseline Scale</th>
<th>Information about...</th>
</tr>
</thead>
<tbody>
<tr>
<td>0</td>
<td>less than 10 individuals</td>
</tr>
<tr>
<td>1</td>
<td>11-50 individuals</td>
</tr>
<tr>
<td>1</td>
<td>51-100 individuals</td>
</tr>
<tr>
<td>2</td>
<td>101-300 individuals</td>
</tr>
<tr>
<td>2</td>
<td>301 – 500 individuals</td>
</tr>
<tr>
<td>2</td>
<td>501 – 1,000 individuals</td>
</tr>
<tr>
<td>3</td>
<td>1,001 – 5,000 individuals</td>
</tr>
<tr>
<td>3</td>
<td>5,001 – 10,000 individuals</td>
</tr>
<tr>
<td>3</td>
<td>10,001 – 100,000 individuals</td>
</tr>
<tr>
<td>3</td>
<td>100,001 + individuals</td>
</tr>
</tbody>
</table>
Step 2: Identify which sensitivity characteristics may apply and the baseline scale point will adjust accordingly.

<table>
<thead>
<tr>
<th>Sensitivity Factors (SF) modify baseline scale</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Low: For each of the following factors reduce the baseline score by 1</strong></td>
</tr>
<tr>
<td>-1 for each</td>
</tr>
<tr>
<td></td>
</tr>
<tr>
<td></td>
</tr>
<tr>
<td><strong>High: For each of the following factors increase the baseline score by 1</strong></td>
</tr>
<tr>
<td>+1 for each</td>
</tr>
<tr>
<td></td>
</tr>
<tr>
<td></td>
</tr>
<tr>
<td></td>
</tr>
<tr>
<td></td>
</tr>
<tr>
<td></td>
</tr>
<tr>
<td></td>
</tr>
</tbody>
</table>

Step 3: Where adjusted scale indicates that the incident is level 2, the incident will be reported to the ICO and DH automatically via the IG Incident Reporting Tool.

<table>
<thead>
<tr>
<th>Final Score</th>
<th>Level of SIRI</th>
</tr>
</thead>
<tbody>
<tr>
<td>1 or less</td>
<td>Level 1 IG SIRI report via STEIS: not reportable via IG Incident Management Tool</td>
</tr>
<tr>
<td>2 or more</td>
<td>Level 2 IG SIRI report via STEIs but also reportable via IG Incident Management Tool</td>
</tr>
</tbody>
</table>
APPENDIX 7

Equality Impact Assessment - Form

<table>
<thead>
<tr>
<th>Name of Proposal (policy/strategy/function/service being assessed)</th>
<th>Risk Management Policy</th>
</tr>
</thead>
<tbody>
<tr>
<td>Those involved in assessment:</td>
<td>CCG Secretary, Corporate Governance Team</td>
</tr>
<tr>
<td>Is this a new proposal?</td>
<td>Updated Policy</td>
</tr>
<tr>
<td>Date of Initial Screening:</td>
<td>19 September 2013</td>
</tr>
<tr>
<td></td>
<td>Reviewed February 2017</td>
</tr>
<tr>
<td></td>
<td>Reviewed April 2019</td>
</tr>
</tbody>
</table>

What are the aims, objectives?
To define and document the CCG’s approach to risk and risk management to ensure:
- risks within the organisation are identified, assessed, treated and monitored as part of the corporate governance of the CCG.
- robust risk assessment and monitoring mechanisms are in place for all elements of the commissioning process, including needs assessment, tendering, contract management and evaluation.

Who will benefit?
CCG staff, partner organisations (where applicable), public, patients and member practices.

Who are the main stakeholders?
CCG managers and staff (and other providers and partners where applicable).

What are the desired outcomes?
A consistent approach to risk management across the organisation is successfully implemented
Consideration and assessment of risk in all aspects of planning, commissioning and delivery is embedded within the organisation.
The Governing Body regularly receives an overview of the risks it faces and is assured that actions are being taken to mitigate risks to an acceptable level.
Assurance is given to the public, patients, member practices, staff and our partner organisations that the CCG is managing its risk effectively and appropriately.
| What factors could detract from the desired outcomes? | Lack of awareness and/or non-enforcement of the policy. |
| What factors could contribute to the desired outcomes? | Increased awareness of the requirements set out in the policy throughout the CCG. Targeted risk management training for individuals/teams as and when required. Full adherence by staff in the processes in the Risk management and reporting processes detailed. |

**Who is responsible?**

Director of Corporate Affairs/Chief Nurse

Chief Officer Team

**Have you consulted on the proposal? If so with whom? If not why not?**

Policy developed/discussed with the Policies Review Task and Finish Group which included representatives from different Departments/sections of the CCG – including key staff from the Corporate Affairs and Quality Directorates

---

**Which protected characteristics could be affected and be disadvantaged by this proposal (Please tick )**

<table>
<thead>
<tr>
<th>Protected Characteristics</th>
<th>Yes</th>
<th>No</th>
</tr>
</thead>
<tbody>
<tr>
<td>Age</td>
<td></td>
<td>✓</td>
</tr>
<tr>
<td>Disability</td>
<td></td>
<td>✓</td>
</tr>
<tr>
<td>Gender Reassignment</td>
<td></td>
<td>✓</td>
</tr>
<tr>
<td>Marriage and Civil Partnership</td>
<td></td>
<td>✓</td>
</tr>
<tr>
<td>Pregnancy and maternity</td>
<td></td>
<td>✓</td>
</tr>
<tr>
<td>Race</td>
<td></td>
<td>✓</td>
</tr>
<tr>
<td>Religion and Belief</td>
<td></td>
<td>✓</td>
</tr>
<tr>
<td>Sex /Gender</td>
<td></td>
<td>✓</td>
</tr>
<tr>
<td>Sexual Orientation</td>
<td></td>
<td>✓</td>
</tr>
</tbody>
</table>

What information and evidence do you have about the groups that you have selected above?
Consider: Demographic data, performance information, recommendations of internal and external inspections and audits, complaints information, JNSA, ethnicity data, audits, service user data, GP registrations, CHD, Diabetes registers and public engagement/consultation results etc.

**How might your proposal impact on the groups identified? For example you may wish to consider what impact it may have on our stated goals: Improving Access, Promoting Healthy Lifestyles, Reducing Health Inequalities, Supporting Vulnerable People**

Examples of impact re given below:

a) Moving a GP practice, which may have an impact on people with limited mobility/access to transport etc.

b) Planning to extend access to contraceptive services in primary care without considering how there services may be accessed by lesbian, gay, bi-sexual and transgender people.

c) Closure or redesign of a service that is used by people who may not have English as a first language, and may be excluded from normal communication routes.

Please list the positive and negative impacts you have identified in the summary table on the following page.

<table>
<thead>
<tr>
<th>Positive impacts (note the groups affected)</th>
<th>Negative impacts (note the groups affected)</th>
</tr>
</thead>
<tbody>
<tr>
<td>N/a</td>
<td>N/a</td>
</tr>
</tbody>
</table>

Summarise the negative impacts for each group:

N/a

What consultation has taken place or is planned with each of the identified groups?

N/a

What was the outcome of the consultation undertaken?

N/a
What changes or actions do you propose to make or take as a result of research and/or consultation?

**Briefly describe the actions then please insert actions to be taken on to the given Improvement Plan template provided.**

N/a

Will the planned changes to the proposal: **Please state Yes or No**

<table>
<thead>
<tr>
<th></th>
<th>N/a</th>
</tr>
</thead>
<tbody>
<tr>
<td>Lower the negative impact?</td>
<td></td>
</tr>
<tr>
<td>Ensure that the negative impact is legal under anti-discriminatory law?</td>
<td>N/a</td>
</tr>
<tr>
<td>Provide an opportunity to promote equality, equal opportunity and improve relations i.e. a positive impact?</td>
<td>N/a</td>
</tr>
</tbody>
</table>

Taking into account the views of the groups consulted and the available evidence, please clearly state the risks associated with the proposal, weighed against the benefits.

N/a

What monitoring/evaluation/review systems have been put in place?

The effectiveness of the Risk Management Policy will be reviewed on an annual basis as part of the Internal Audit Review of Integrated Governance Systems.

When will it be reviewed?

March 2019 or earlier if required by changes in local or national requirements.
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Reviewed April 2019
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